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SECURITY QUICK CHECK
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DO YOU HAVE OVERVIEW OF SECURITY  
IN YOUR MICROSOFT ENVIRONMENTS?
You have used Active Directory for a few years or more?  
Then you know the problem of AD group memberships growing. When new users start in the 
organization access control is copied from other users, and soon nobody knows who have access to 
what and why.  Add to this that some of these members might be accounts from users who have left the 
organization. And maybe those accounts are used, maybe not. And what about the core environments 
like Active Directory and Azure environments, are they set as secure as you want them to be?

As a security expert, SIVIS Group has been in the identity protection area for over 20 years and has 
created tools and methods to detect and report on this, based on recommended Microsoft standards. 
Using this you can clearly reduce hazards and risks by the recommendations in the report. Protect your 
organization from unwanted access to your sensitive date. The Microsoft Environment Security Quick 
Check detects these vulnerabilities detects these anomalies and shows you concrete recommendations 
for action so you can protect your organization and prepare for the upcoming NIS2 directive.

PACKAGE MICROSOFT ENVIRONMENT 
SECURITY QUICK CHECK
• Conducting checks in core customer environments

• Aggregating information from Active Directory, Azure Active Directory & Azure Subscriptions

• Analysis of user accounts, groups & group memberships, security settings & subscriptions

• Lists unused accounts, old passwords, never expires password, groups with inactive accounts, etc.

• Determination of the optimization potential by SIVIS security experts

• Result report with concluding data & recommendations

• Final presentation incl. recommendation for action



WE CHECK FOR BEST 
PRACTICES!
In a presentation, we show you the suggested changes 
in environments and give you recommendations on how 
you can support upcoming NIS2 directive by securing 
your infrastructure, both on-premises and in the cloud.

The recommendations for action consider your individual 
requirements. Our experts rely on profound knowledge of 
Microsoft security recommendations and experience from 
successfully implemented projects.

OUR GOAL: BECOME 
AND STAY SECURE!
To give you this overview of security status and 
possibilities, we check your Microsoft Environment 
data for further analysis by our own experts. To do 
this, we collect data and traces from your Microsoft 
environments.

You will then receive a presentation with all recom-
mended actions to mitigate from any discrepancies 
and protect your system from misuse in the future.



With the Microsoft Environment Security Quick Check, we combine what belongs together: 
Expert knowledge with tools and best practices. We check your young and aged Microsoft 

environments and show you how it could be maintained in the future. Recognize your 
optimization potential and get prepared for regulation.

 
  •   Important findings for the increase of the overall security in the Microsoft environments

•   Low effort in checking environments by the use of tools

  •   Analyzing your historically grown Active Directory areas

  •   Analyzing your newer Microsoft cloud environments

  •   Advice for further actions and steps 

 •   Minimal installation effort

 •   Evaluation in the SIVIS experts

ADVANTAGES AT A GLANCE
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